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e Deliver a complete framework CONSENTIS Concept

agnostic to existing services and
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subjects) to keep control of their HIGH LEVELS OF PROTECTION AVOIDING POTENTIAL
identity information and monitor data LEGAL UNCERTAINTY, THROUGH A CONTINUOUS
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e Align CONSENTIS solutions with EU strategic initiatives and regulations and boost the EU data
economy and innovation capacity of EU digital and data strategies.

* Validate CONSENTIS identity solutions in multiple scenarios involving data transferring and
processing across diverse actors, domains and contexts.

e Connect with external stakeholders (industry, academia, policy makers and regulators) to promote
project results and receive valuable feedback. Aim for high societal and market impact.
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